Merchant Services New Hire Checklist
Training upon hire and annually
The credit card policy states, “Any official, administrator, or affiliate with responsibilities for managing University cardholder transactions and employees or personnel entrusted with handling or processing cardholder payments must complete annual training. Please see the “Cardholder Data Processing Agreement and Annual Training Form”. IT Directors and designated staff must also comply with University Computing Security Standards.”
· Give the new hire a copy of your merchant policies and procedures for their review and for them to keep as their own.  
· Give the new hire a copy of the University Credit Card Policy.
· Have the new hire complete the Cardholder Data Processing Agreement & Annual Training Form.  
· The merchant needs to retain this form and they need to be able to present it as evidence to the Treasurer’s Office upon request.  
· New hires must complete the online training upon hire and annually thereafter.  No enrollment is necessary.  The staff member just needs to click the link and complete the trainings.     
· Regular staff and student staff must complete the following Skill Soft trainings
· PCI Compliance Essentials
· https://umsystem.skillport.com/skillportfe/main.action?path=summary/COURSES/lchr_01_a54_lc_enus
· Privacy and Information Security
· https://umsystem.skillport.com/skillportfe/main.action?path=summary/COURSES/lchr_01_b15_lc_enus
· Preventing Identity Theft
· https://umsystem.skillport.com/skillportfe/main.action?path=summary/COURSES/lchr_01_b18_lc_enus
· Hospital staff go through Saba Learning Management System 
· Merchant Manager will maintain a training log that lists who was enrolled and when they last completed the annual training.  
· Train the new hire with specific functional training as it relates to their job duties.  
· For example, train them to use the specific terminal or point of sale device that they will be processing transactions on.  
